
 

 

Datenschutzerklärung für 

Bewerber:innen 

Die Securikett Ulrich & Horn GmbH („Securikett“ oder „wir“ bzw. „uns“) erhebt im Zuge des 
Bewerbungs- und Einstellungsprozesses personenbezogene Daten. 

Wir verpflichten uns, die Privatsphäre von Bewerber:innen zu schützen und zu respektieren. 
Diese Datenschutzerklärung erläutert, welche Arten von personenbezogenen Daten wir 
erheben, zu welchen Zwecken wir diese verarbeiten, mit wem wir sie gegebenenfalls teilen, 
welche Maßnahmen wir zum Schutz implementiert haben, welche Rechte Ihnen in Bezug auf 
Ihre personenbezogenen Daten zustehen und auf welchem Weg Sie uns bei Fragen oder 
Anliegen kontaktieren können. 

„Personenbezogene Daten“ im Sinne von Art. 4 DSGVO sind alle Informationen, die sich auf 
eine identifizierte oder identifizierbare natürliche Person beziehen. Darunter fallen 
Informationen, die eine bestimmte Person identifizieren, beschreiben oder mit ihr in 
Verbindung gebracht werden können – direkt oder indirekt. 

Wenn Sie sich auf eine von uns ausgeschriebene Stelle bewerben, gilt zusätzlich zu unserer 
allgemeinen Datenschutzerklärung (abrufbar unter:  
https://www.securikett.com/de/impressum-und-datenschutz/) diese 
Bewerberdatenschutzerklärung. 

 

1. Erhebung personenbezogener Daten im Bewerbungsprozess 

Im Rahmen des Bewerbungsprozesses erheben, verarbeiten und übermitteln wir Daten auch 
an Dritte, soweit dies für die Besetzung offener Stellen erforderlich ist. Zu den Daten zählen 
insbesondere: 

▪ Persönliche Informationen und Kontaktdaten (z. B. Name, Nachname, E-Mail- 
oder Wohnadresse, Telefonnummer, Geburtsdatum, Staatsangehörigkeit, rechtlicher 
Arbeitsstatus in Österreich); 
 

▪ Qualifikationsinformationen (z. B. Lebenslauf, Motivationsschreiben, Ausbildungs- 
und Berufsqualifikationen/-lizenzen, bisherige Beschäftigungen, Kenntnisse); 
 

▪ Sensible Daten (z. B. Ausweisdokumente, Führerschein); 
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▪ Weitere Angaben (z. B. Bewerbungsfoto, Referenzen aus Beschäftigung oder 
Ausbildung, Gehaltsvorstellungen oder sonstige persönliche Informationen, die Sie 
uns freiwillig übermitteln). 
 

Zusätzlich können wir Daten aus der laufenden Kommunikation im Bewerbungsprozess 
erheben, wie Korrespondenz, Präsentationsunterlagen, Zeugnisse, Interviewnotizen etc. 
Außerdem können Informationen aus öffentlich zugänglichen Quellen (z. B. LinkedIn) 
verarbeitet werden. 

Wir bitten Sie, von der Übermittlung besonderer Kategorien personenbezogener Daten 
abzusehen, soweit diese nicht gesetzlich erforderlich sind. Hierzu zählen u. a. Angaben zur 
ethnischen Herkunft, Religion, politischen oder philosophischen Überzeugung, sexuellen 
Orientierung, Gesundheitsdaten, genetische oder biometrische Daten oder 
Gewerkschaftszugehörigkeit. 

Für die Berücksichtigung im Bewerbungsprozess ist es erforderlich, dass Sie die für diesen 
Prozess notwendigen Daten oder gesetzlich verpflichtende Angaben bereitstellen. 
Unvollständige oder falsche Angaben können dazu führen, dass eine Bewerbung nicht 
berücksichtigt werden kann. 

 

2. Verwendung der personenbezogenen Daten und Zwecke der 

Verarbeitung 

Wir verarbeiten Ihre personenbezogenen Daten zu folgenden Zwecken: 

▪ Vorvertragliche Maßnahmen / Vertragserfüllung (Art. 6 Abs. 1 lit. b DSGVO): 
Durchführung des Bewerbungsprozesses und Begründung eines möglichen 
Arbeitsverhältnisses; 
 

▪ Berechtigtes Interesse (Art. 6 Abs. 1 lit. f DSGVO): Verwaltung des 
Bewerbungsprozesses, IT-Sicherheit; 
 

▪ Einwilligung (Art. 6 Abs. 1 lit. a DSGVO): soweit Sie uns diese erteilen, z. B. zur 
längeren Aufbewahrung von Bewerbungsunterlagen; 
 

▪ Gesetzliche Verpflichtung (Art. 6 Abs. 1 lit. c DSGVO): z. B. Einhaltung 
gesetzlicher Aufbewahrungsfristen oder arbeitsrechtlicher Vorgaben (wie § 18 
Angestelltengesetz, AngG). 
 

 



 

 

  

Die Daten werden genutzt, um Ihre Bewerbung zu prüfen, mit Ihnen zu kommunizieren, 
Referenzen zu kontaktieren und über die Besetzung der ausgeschriebenen Stelle zu 
entscheiden. 

 

3. Schutz und Weitergabe Ihrer personenbezogenen Daten 

Wir haben geeignete technische und organisatorische Maßnahmen ergriffen, um Ihre Daten 
zu schützen. 

Ihre Daten werden primär intern verarbeitet. Soweit erforderlich, erfolgt auch eine Weitergabe 
an unsere Dienstleister: 

▪ E-Mail-Kommunikation, Datenspeicherung & Videokonferenzen (nur Online-

Interviews): 
Microsoft Ireland Operations Limited, One Microsoft Place, South County Business 
Park, Carmanhall and Leopardstown, Dublin, D18 P521, Irland; 
Website: https://www.microsoft.com/en-ie/aboutireland 
  

Darüber hinaus können Daten aus berechtigtem Interesse an externe Dritte weitergegeben 
werden, z. B. Steuerberater, Versicherungen, Wirtschaftsprüfer, Pensionskassen. 

Eine Übermittlung personenbezogener Daten in Länder außerhalb des EWR kann erfolgen. 
Diese Übermittlungen erfolgen ausschließlich unter Einhaltung der DSGVO und unter 
Nutzung geeigneter Garantien (z. B. Standardvertragsklauseln). 

 

4. Aufbewahrung der Daten 

Wir speichern Ihre personenbezogenen Daten nur solange, wie es für den Zweck der 
Erhebung erforderlich ist. Grundsätzlich werden Bewerbungsunterlagen ein Jahr nach 
Eingang aufbewahrt, sofern keine gesetzlichen Aufbewahrungspflichten bestehen oder Sie 
einer längeren Speicherung zugestimmt haben. 

Eine längere Aufbewahrung kann insbesondere erforderlich sein, wenn ein Arbeitsverhältnis 
zustande kommt oder wenn gesetzliche Pflichten (z. B. zur Verteidigung gegen Ansprüche) 
bestehen. 
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5. Ihre Rechte 

Sie haben gemäß DSGVO das Recht, 

▪ der Verarbeitung Ihrer Daten jederzeit zu widersprechen (Art. 21 Abs. 1 DSGVO), 
 

▪ erteilte Einwilligungen jederzeit mit Wirkung für die Zukunft zu widerrufen, 
 

▪ Auskunft über Ihre gespeicherten Daten zu erhalten, 
 

▪ Berichtigung oder Löschung Ihrer Daten zu verlangen, 
 

▪ die Übertragung Ihrer Daten in einem strukturierten, gängigen und 
maschinenlesbaren Format zu beantragen (an Sie oder eine von Ihnen benannte 
dritte Partei). 
 

Zur Ausübung dieser Rechte können Sie uns unter den unten angegebenen Kontaktdaten 
kontaktieren. 

Zudem steht Ihnen das Recht zu, Beschwerde bei der österreichischen 

Datenschutzbehörde (www.dsb.gv.at) einzulegen. 

Eine automatisierte Entscheidungsfindung oder ein Profiling erfolgt nicht. 

 

6. Kontakt 

Securikett Ulrich & Horn GmbH 
Santorastraße 4 
2482 Münchendorf, Österreich 
Weitere Angaben finden Sie im Impressum: https://www.securikett.com/de/impressum-und-
datenschutz/) 
Tel.: +43 2259 30 800 
E-Mail: office@securikett.com  

Wir behalten uns vor, diese Datenschutzerklärung jederzeit im Einklang mit den gesetzlichen 
Vorgaben anzupassen. Die aktuelle Version finden Sie stets unter demselben Link. 

 

http://www.dsb.gv.at/?utm_source=chatgpt.com
https://www.ulrich-etiketten.at/impressum/?utm_source=chatgpt.com
https://www.securikett.com/de/impressum-und-datenschutz/
https://www.securikett.com/de/impressum-und-datenschutz/
https://www.securikett.com/de/impressum-und-datenschutz/
mailto:office@securikett.com

